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1. Why share data?

2. What data should we (not) share? 

3. How should we share data?

4. Enablers of data sharing

Trusted data 
sharing



Use cases

G2P

InnovationClimate resilience

B2B

G2G

Why share 
data?



AI use case 

Image credit: DALL-E 2



Many diverse 
requirements



What data should we share?



7

How much 
data should 
we share?



Making sense of diverse requirements

General 

Risk of undersharing Risk of oversharing



Data sharing methods

Direct Intermediated User-centric Aggregation



Method strengths

Direct User-centric

✓ Provenance

✓ Scalability

✓ User control

✓ Natural consent

Aggregation

✓ Availability

✓ Discoverability



Method weaknesses

Direct User-centric

User controls hard to 
implement

Low transparency

Low availability, discoverability

Hard to scale, automate

Always consent based

Only for personal data

Aggregation

Privacy

Increased risks with AI



Data sharing 
enablers

Technology enablers
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